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**Положение**

**об ограничении доступа обучающихся к видам информации, распространяемой посредством сети интернет, причиняющей вред здоровью и (или) развитию детей,**

**а также не соответствующей задачам образования**

1. Общие положения

1.1. Настоящее Положение об ограничении доступа учащихся к видам информации, распространяемой посредством сети интернет, причиняющей вред здоровью и (или) развитию детей, а также не соответствующей задачам образования в ГОУ ЛНР «БРЯНКОВСКАЯ СШ №1» (далее – Положение) регулирует условия и порядок использования сети интернет в школе.

1.2. Использование сети интернет в ГОУ ЛНР «БРЯНКОВСКАЯ СШ №1» направлено на решение задач учебно-воспитательного процесса.

1.3. Положение разработано в соответствии с требованиями приказа Минкомсвязи от 16.06.2014 № 161, Методических рекомендаций по ограничению в образовательных организациях доступа обучающихся к видам информации, распространяемой посредством сети интернет, причиняющей вред здоровью и (или) развитию детей, а также не соответствующей задачам образования, утвержденных Минкомсвязи 16.05.2019.

2. Организация использования сети интернет

2.1. Вопросы использования возможностей сети интернет в учебно-образовательном процессе рассматриваются на педагогическом совете организации. Педагогический совет разрабатывает Правила использования сети интернет, которые утверждаются приказом директора.

2.2. При разработке правил использования сети интернет педагогический совет руководствуется: − законодательством Российской Федерации; − опытом целесообразной и эффективной организации учебного процесса с использованием информационных технологий и возможностей интернета; − интересами учащихся; − целями образовательного процесса; − Методическими рекомендациями по ограничению в образовательных учреждениях доступа обучающихся к видам информации, распространяемой посредством сети интернет, причиняющей вред здоровью и (или) развитию детей, а также не соответствующей задачам образования, утвержденными Минкомсвязи 16.05.2019.

2.3. Директор школы отвечает за обеспечение эффективного и безопасного доступа к сети интернет. Чтобы обеспечить информационную безопасность детей, директор назначает ответственного за информационную безопасность.

2.4. Ответственный за информационную безопасность: − организует работу системы контентной фильтрации (СКФ) в организации; − принимает решение о разрешении/блокировании доступа к определенным ресурсам и (или) категориям ресурсов сети интернет; − определяет характер и объем информации, публикуемой на интернетресурсах организации; − осуществляет действия организационно-административного характера для обеспечения ограничения доступа обучающихся к видам информации, распространяемой посредством сети интернет, причиняющей вред здоровью и (или) развитию детей, а также не соответствующей задачам образования.

3. Использование сети интернет в ГОУ ЛНР «БРЯНКОВСКАЯ СШ №1»

3.1. Учащиеся школы имеют доступ только к сайтам в сети интернет, включенным в Реестр безопасных образовательных сайтов. Использование сайтов в сети интернет, не включенных в Реестр безопасных образовательных сайтов, запрещается.

 3.2. Во время уроков и других занятий в рамках образовательного процесса контроль использования учащимися сети интернет осуществляет педагогический работник, ведущий занятие. Педагогический работник: − организует работу учащегося в сети интернет в соответствии с образовательной программой; − наблюдает за использованием компьютера и сети интернет учащимися; − принимает меры по пресечению обращений к ресурсам, содержащим информацию, причиняющую вред здоровью и (или) развитию детей, а также не соответствующую задачам образования.

3.3. Во время свободного доступа обучающихся к сети интернет вне учебных занятий контроль использования интернет-ресурсов осуществляют работники организации, назначенные ответственными приказом директора. Ответственный работник: − наблюдает за использованием компьютера и сети интернет учащимися; − принимает меры по пресечению обращений к ресурсам, содержащим информацию, причиняющую вред здоровью и (или) развитию детей, а также не соответствующую задачам образования; − сообщает классному руководителю о преднамеренных попытках учащегося осуществить обращение к ресурсам, содержащим информацию, причиняющую вред здоровью и (или) развитию детей, а также не соответствующую задачам образования.

3.4. Учащемуся запрещается: − обращаться к ресурсам, не соответствующим их возрастной категории и запрещенным к распространению среди детей; − осуществлять любые сделки через интернет;

− осуществлять загрузки файлов на компьютер школы без разрешения, контролирующего работника, указанного в пунктах 3.2 и 3.3 настоящего Положения.

3.5. При обнаружении ресурса, содержащего информацию, причиняющую вред здоровью и (или) развитию детей, а также не соответствующую задачам образования, учаийся обязан незамедлительно сообщить об этом контролирующему работнику, указанному в пунктах 3.2 и 3.3 настоящего Положения.

3.6. Контролирующий работник в случае получения сообщения от учащегося о выявлении ресурса, содержащего информацию, причиняющую вред здоровью и (или) развитию детей, а также не соответствующую задачам образования, или в случае самостоятельного выявления такого ресурса обязан зафиксировать доменный адрес ресурса, время его обнаружения и сообщить об этом лицу, ответственному за информационную безопасность в организации.

3.7. Ответственный за информационную безопасность обязан: − принять информацию от работника; − направить информацию о выявлении ресурса оператору Реестра безопасных образовательных сайтов в течение суток; − в случае явного нарушения обнаруженным ресурсом законодательства Российской Федерации сообщить о нем по специальной горячей линии для принятия мер в соответствии с законодательством Российской Федерации.

 3.8. Передаваемая информация должна содержать: − доменный адрес ресурса; − сообщение о тематике ресурса; − дату и время обнаружения; − информацию об установленных в организации технических средствах технического ограничения доступа к информации.

3.9. В случае отказа доступа к ресурсу, разрешенному в организации, работник также сообщает об этом лицу, ответственному за информационную безопасность.

3.10. Перечень видов информации, запрещенной к распространению посредством сети интернет, причиняющей вред здоровью и (или) развитию детей, а также не соответствующей задачам образования:

- Информация, запрещенная для распространения среди детей согласно части 2 статьи 5 Федерального закона № 436-ФЗ

- Информация, распространение которой среди детей определенных возрастных категорий ограничено согласно части 3 статьи 5 Федерального закона № 436-ФЗ

- Информация, не соответствующая задачам образования (Компьютерные и сетевые игры, за исключением соответствующих задачам образования; Ресурсы, базирующиеся либо ориентированные на обеспечении анонимности распространителей и потребителей информации; Банки рефератов, эссе, дипломных работ, готовых домашних заданий и других информационных ресурсов, предоставляющих обучающимся готовые решения в форме материала, ответов и другой информации для осуществления ими учебной деятельности; Онлайн-казино и тотализаторы; мошеннические сайты; Магия, колдовство, чародейство, ясновидящие, приворот по фото, теургия, волшебство, некромантия и секты; Ресурсы, содержащие рекламу и направленные на продажу товаров и/или услуг детям; Службы знакомств, социальные сети, мессенджеры и сайты и сервисы для организации сетевого общения; Интернет-ресурсы, нарушающие исключительные права обладания (авторские права); Пропаганда национализма, фашизма и межнациональной розни; Ресурсы, ориентированные на предоставление неправдивой информации об истории России и формирование неуважительного отношения к ней; Ресурсы, ориентированные на продажу документов об образовании и (или) обучении без прохождения итоговой аттестации в организациях, осуществляющих образовательную деятельность.